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Copyright Notice

©2013-2024 Tencent Cloud. All rights reserved.

Copyright in this document is exclusively owned by Tencent Cloud. You must not reproduce, modify,
copy or distribute

in any way, in whole or in part, the contents of this document without Tencent
Cloud's the prior written consent.

Trademark Notice

All trademarks associated with Tencent Cloud and its services are owned by Tencent Cloud
Computing (Beijing)
Company Limited and its affiliated companies. Trademarks of third parties
referred to in this document are owned by
their respective proprietors.

Service Statement

This document is intended to provide users with general information about Tencent Cloud's products
and services
only and does not form part of Tencent Cloud's terms and conditions. Tencent Cloud's
products or services are
subject to change. Specific products and services and the standards
applicable to them are exclusively provided for in
Tencent Cloud's applicable terms and conditions.
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Purchase Guide
Billing Overview
Last updated：2024-08-12 17:25:44

Editions

Tencent CSC offers three paid editions: Advanced, Enterprise, and Ultimate. The editions differ in their features and 
default specifications to meet the needs of customers of different scales. The billing details are as follows:

Billing Advanced Enterprise Ultimate Scalability

Base price 375 
USD/month

1,000 
USD/month

2,667 
USD/month

-

Available period

3 months, 6 
months, 1 
year, 2 years, 
and 3 years

1 month, 3 months, 6 months, 1 
year, 2 years, and 3 years

-

Asset and 
risk 
management

Asset 
management

Yes Yes Yes -

Asset health 
checks

400 
checks/month

1,200 
checks/month

4,800 
checks/month

0.83 
USD/check/month, 
scalable of 300 
checks

Scan task 
management 1 10 20

50 (can be scaled 
out and set as 
unlimited)

Port scan Yes Yes Yes -

Emergency 
vulnerability 
scan

Yes Yes Yes -

Deep 
vulnerability 
scan

Yes Yes Yes -

Weak 
password 

Yes Yes Yes -
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scan

Cloud 
resource 
configuration 
check

Yes Yes Yes -

Content scan 
(website 
content risk)

- Yes Yes -

Attack and 
alarm 
handling

Log analysis 1,000 
GB/Month

3,000 
GB/Month

10,000 
GB/Month

0.104 
USD/GB/month, 
scalable of 1,000 
GB

Alarm 
connection

Yes Yes Yes -

User 
behavior 
analysis

- - Yes -

Alarm 
aggregation, 
event 
investigation, 
and 
correlation 
analysis

Yes Yes Yes -

Joint alarm 
handling

- Yes Yes -

AI automatic 
handling

- - Yes -

Security 
management

Security 
report

Health check 
report

Inspection 
interpretation 
report

Security 
expert insight 
report

-

Log shipping
(to CKafka)

- - Yes -

Log 
connection

Yes Yes Yes -

Multi- - - Scalable 625 



Cloud Security Center

©2013-2022 Tencent Cloud. All rights reserved. Page 6
of 10

account USD/account/month, 
and no additional 
charge for more than 
10. If a member 
account has 
purchased the 
Ultimate Edition, 
then the multi-
account feature is 
free.

Selection

CSC is a one-stop cloud security management platform that offers Advanced, Enterprise, and Ultimate Editions 

tailored to different user needs. We recommend you choose the edition that best fits your requirements from the 
perspectives of the number of cloud assets, organization accounts, log audit, and security guarantee in critical 
periods:

Feature Category Advanced Enterprise Ultimate

Number of cloud assets, such as public IPs, domain names, CVMs, 
CLB, databases, COS, Elasticsearch Service, and other assets.

100 300 900 or 
more

Organization accounts: Whether the Tencent Cloud Organization 
solution is available.

No No Yes

Log audit: Whether to integrate security product logs for centralized 
analysis and management.

No Yes Yes

Security guarantee in critical periods: Whether network attack and 
defense drills are required.

No Yes Yes

Asset Health Checks

CSC supports health checks of assets, covering ports, weak passwords, emergency vulnerabilities, deep 
vulnerabilities, risky service exposure, website content risks, and cloud resource configurations.

One scan of an asset (a public IP, a domain name, a server, a load balancer, a database, COS, Elasticsearch 
Service, etc.) is counted as one asset check. The Advanced, Enterprise, and Ultimate Editions provide 400, 1,200, 
and 4,800 asset health checks respectively. More paid checks are available.
We recommend you perform four auto checks and one comprehensive manual check every month to minimize your 
asset risks. Determine the number of asset health checks to purchase based on your number of cloud assets.
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Purchase Methods
Last updated：2023-09-21 17:42:30

1. Go to the Cloud Security Center purchase page and select an edition according to your needs. You can also 
customize billable items, and the system automatically calculates the fees of these items.
2. Click Purchase now and pay the fees.

https://buy.intl.cloud.tencent.com/csip
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Renewal Policies
Last updated：2023-09-21 17:42:53

CSC resources will be terminated 14 days after edition expiry (for details, see CSC – Payment Overdue). To ensure 
the stable running of CSC, please check your CSC edition for expiry and renew it before expiry. We recommend you 
enable auto-renewal for it. You can manually renew your resources on the Cloud Security Center purchase page or in 

the Billing Center.

https://intl.cloud.tencent.com/document/product/1008/56722
https://buy.intl.cloud.tencent.com/csip
https://console.intl.cloud.tencent.com/account/renewal
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Overdue Payment ‍Policies
Last updated：2023-09-21 17:43:27

Note
For customers of Tencent Cloud partners, please refer to the overdue payment policies in your contract with the 
Tencent Cloud partner.

On the day of expiry, your CSC edition will be changed to the free edition.
The features and specifications will be adjusted accordingly. Paid features such as in-depth vulnerability scan, weak 
password scan, and check of cloud resource configurations will be unavailable.
All your CSC resources will be repossessed 14 days after edition expiry. Your configurations will be permanently 
deleted, and you have to re-purchase and configure CSC when you need to use the service again.
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Refund Policies
Last updated：2023-09-21 17:43:56

You can refund a CSC edition within five days of purchase if it hasn’t been used.
Use of a CSC edition refers to the use of the features in the edition, including but not limited to asset 
health check. In all the following cases, the edition is used, and you cannot apply for a refund as stated 

above:
You have performed asset health checks after the purchase of the CSC edition.
You have used breach and attack simulation (BAS) and other features after the purchase of the CSC edition.
You have downloaded health check reports after the purchase of the CSC edition.

Refund channel

Cash vouchers and other vouchers (promo vouchers or discounts) are non-refundable. Non-voucher payments will be 

proportionally refunded to the payer's Tencent Cloud account using the original payment method (cash or free credit).

Refund method

For orders that meet the 5-day unconditional return policy, submit a ticket for refund.

https://console.intl.cloud.tencent.com/workorder/category

