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Copyright Notice

©2013-2019 Tencent Cloud. All rights reserved.

Copyright in this document is exclusively owned by Tencent Cloud. You must not reproduce, modify,

copy or distribute in any way, in whole or in part, the contents of this document without Tencent

Cloud's the prior written consent.

Trademark Notice

All trademarks associated with Tencent Cloud and its services are owned by Tencent Cloud

Computing (Beijing) Company Limited and its affiliated companies. Trademarks of third parties

referred to in this document are owned by their respective proprietors.

Service Statement

This document is intended to provide users with general information about Tencent Cloud's products

and services only and does not form part of Tencent Cloud's terms and conditions. Tencent Cloud's

products or services are subject to change. Specific products and services and the standards

applicable to them are exclusively provided for in Tencent Cloud's applicable terms and conditions.
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January 2021

Update Description
Release

Date
Documentation

VPN3.0 release
Supports the VPN route table that directs

the subnet traffic to VPN tunnel.

2021-

01

Configuring

VPN Routing

Policy

Connecting

VPC to IDC

(Destination

Routing)

April 2020

Update Description
Release

Date
Documentation

VPN2.0 release
Supports the IKEv2 protocol and viewing

logs.

2020-

04

Creating VPN

Tunnel

Viewing Log

Information

March 2020

Update Description
Release

Date
Documentation

Release Notes and Announcements

Release Notes

Last updated：2021-06-15 15:37:46

https://intl.cloud.tencent.com/document/product/1037/39690
https://intl.cloud.tencent.com/document/product/1037/39675
https://intl.cloud.tencent.com/document/product/1037/39635
https://intl.cloud.tencent.com/document/product/1037/39639
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Update Description
Release

Date
Documentation

VPN gateways for

CCN

VPN gateway for CCN can be associated

with CCN to establish an encrypted

communication between the IDC and

CCN.

2020-

03

Connecting IDC

to CCN

https://intl.cloud.tencent.com/document/product/1037/36018
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Tencent Cloud will upgrade the authentication feature for certain APIs of the VPN connection on July

29, 2021 at 00:00:00 (Beijing time). After the upgrade, the root account should grant sub-users the

policy permission to use the upgraded APIs, or the API calls may fail.

Related APIs

API Name Description

GET

DescribeVpnGatewayRoutes Queries routes of a VPN gateway

DescribeVpnGatewayCcnRoutes Queries VPN gateway-based CCN routes

DescribeVpnConnections Queries the VPN tunnel list

DescribeCustomerGateways Queries customer gateways

DownloadCustomerGatewayConfiguration Downloads a VPN tunnel configuration

POST

DeleteVpnGatewayRoutes Deletes routes of a VPN gateway

ModifyVpnGatewayRoutes
Modifies the route status of a VPN

gateway

CreateVpnGatewayRoutes Creates routes of a VPN gateway

ModifyVpnGatewayCcnRoutes Modifies VPN gateway-based CCN routes

Granting Sub-accounts the Policy Permission

Please complete the policy authorization for your sub-users as instructed below to prevent failed

calls to the upgraded APIs.

1. Log in to the CAM console.

2. Click Policies on the left sidebar to access the Policy page.

Jul. 29, 2021 -

Authentication Upgrade for VPN-related

APIs

Last updated：2022-03-23 16:41:27

https://intl.cloud.tencent.com/document/api/215/41055
https://intl.cloud.tencent.com/document/api/215/36075
https://intl.cloud.tencent.com/document/api/215/17515
https://intl.cloud.tencent.com/document/api/215/17516
https://intl.cloud.tencent.com/document/api/215/17513
https://intl.cloud.tencent.com/document/api/215/41056
https://intl.cloud.tencent.com/document/api/215/41054
https://intl.cloud.tencent.com/document/api/215/41057
https://intl.cloud.tencent.com/document/api/215/36074
https://console.cloud.tencent.com/cam/overview
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3. Click All Policies.

4. Locate the target policy to authorize sub-users, and click Associated Users/Groups under the

Operation column on the right.

5. In the pop-up window, select target users from the box on the left to the Selected box on the

right, and click Confirm.

6. (Optional) if you need to associate a user group, please click Switch to User Groups > User

Group in the pop-up window, and repeat the operations in step 5.
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Dear Tencent Cloud user,

The SSL VPN service will be officially commercialized at 00:00 on April 6, 2022 and begins to incur

fees. For billing information, see Billing Overview.

Thank you for your support.

Regards,

Tencent Cloud Team

Apr. 6, 2022 - SSL VPN Commercialized

Last updated：2022-05-20 16:01:54

https://intl.cloud.tencent.com/document/product/1037/32685

