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CoreOS

The CoreOS community announced that CoreOS Container Linux would not be supported or updated after May 26, 2020. Please take note that:

- After October 30, 2020, you will be unable to create a Cloud Virtual Machine (CVM) using Tencent Cloud’s CoreOS Container Linux.
- Starting from May 26, 2020, Tencent Cloud ended technical support for CoreOS Container Linux. However, your use of CoreOS Container Linux CVMs will be unaffected. Because the security update patches of the operating system are no longer available after the lifecycle of the operating system, we recommend that you do not use this image.
- The Fedora CoreOS community recommends Fedora CoreOS to replace CoreOS Container Linux. Tencent Cloud will release the Fedora CoreOS public image in September 2020.

CentOS

<table>
<thead>
<tr>
<th>Image Tag</th>
<th>Image Details</th>
<th>Update Date</th>
<th>Update</th>
</tr>
</thead>
</table>
| CentOS 8.0 | Image ID: img-25szkc8t  
Kernel version: 4.18.0-80.11.2.el8_0.x86_64 | August 1, 2020 | Releases a new image. |
| CentOS 7.7 | Image ID: img-1u6i2i9l  
Kernel version: 3.10.0-1062.18.1.el7.x86_64 | April 15, 2020 | Updates the system with the latest patch. |
| CentOS 7.6 | Image ID: img-9qabwvbn  
Kernel version: 3.10.0-1062.18.1.el7.x86_64 | June 30, 2020 | Updates the system with the latest patch. |
| | | December 16, 2019 | Updates the system with the latest patch. |
| | | May 6, 2019 | • Releases a new image.  
• Supports bare metal. |
| CentOS 7.5 | Image ID: `img-oikl1tzv`  
| Kernel version: 3.10.0-957.27.2.el7.x86_64 | February 10, 2020 | Updates the system with the latest patch.  
| May 31, 2019 |  
| CentOS 7.4 | Image ID: `img-8toqc6s3`  
| Kernel version: 3.10.0-693.el7.x86_64 | March 1, 2020 | Updates the system with the latest patch.  
| March 11, 2019 | Updates the OpenSSH version.  
| CentOS 7.3 | Image ID: `img-dkwyg6sr`  
| Kernel version: 3.10.0-514.21.1.el7.x86_64 | March 15, 2020 | Updates the system with the latest patch.  
| March 26, 2019 | Updates the OpenSSH version.  
| CentOS 7.2 | Image ID: `img-31tjrtph`  
| Kernel version: 3.10.0-514.26.2.el7.x86_64 | March 15, 2020 | Updates the system with the latest patch.  
| March 26, 2019 | Updates the OpenSSH version.  
| CentOS 6.9 | Image ID: `img-i5u2lkoz`  
| Kernel version: 2.6.32-754.30.2.el6.x86_64 | March 4, 2020 | Updates the system with the latest patch.  
| March 26, 2019 | Updates the OpenSSH version.  
| CentOS 6.8 | Image ID: `img-6ns5om13`  
| Kernel version: 2.6.32-642.6.2.el6.x86_64 | March 26, 2019 | Updates the OpenSSH version.  

### Debian

| Image Tag | Image Details | Update Date | Update  
|-----------|---------------|-------------|--------  
| Debian 10.2 | Image ID: `img-h1yvfw1`  
| Kernel version: 4.19.0-6-amd64 | June 30, 2020 | Releases a new image.  
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# OpenSUSE

<table>
<thead>
<tr>
<th>Image Tag</th>
<th>Image Details</th>
<th>Update Date</th>
<th>Update</th>
</tr>
</thead>
</table>
| OpenSUSE Leap 15.1 | Image ID: `img-4orfgi3l`  
| OpenSUSE 42.3    | Image ID: `img-0ytr67o7`  
Kernel version: 4.4.76-1-default | June 4, 2020  | Updates the system with the latest patch. |
|                  |                                                   | March 13, 2019 | Updates the OpenSSH version.     |

# Ubuntu

<table>
<thead>
<tr>
<th>Image Tag</th>
<th>Image Details</th>
<th>Update Date</th>
<th>Update</th>
</tr>
</thead>
</table>
| Ubuntu 18.04 | Image ID: `img-pi0ii46r`  
Kernel version: 4.15.0-88-generic | March 25, 2020  | Updates the system with the latest patch.  
Supports bare metal. |
|              |                                                    | June 20, 2019   | Updates the system with the latest patch.  
Fixes the CVE-2019-11477 vulnerability. |
|              |                                                    | May 15, 2019    | Updates the system with the latest patch.  
Supports bare metal. |
| Ubuntu 16.04 | Image ID: `img-pyqx34y1`  
Kernel version: 4.15.0-88-generic | March 25, 2020  | Updates the system with the latest patch. |

# Windows
| Windows Server 2019  
| DataCenter 64-bit Chinese  | Image ID: img-mmy6qctz  | March 18, 2020  | Updates the system with the latest patch. |
| Windows Server 2016  
| DataCenter 64-bit Chinese  | Image ID: img-9id7emv7  | June 2, 2020  | Updates the system with the latest patch. |
|                      |                          | August 19, 2019  | Fixes the Windows-CVE-2019-1125 vulnerability and updates the system with the August patch. |
| Windows Server 2016  
| DataCenter 64-bit English  | Image ID: img-1eckhm4t  | June 2, 2020  | Updates the system with the latest patch. |
|                      |                          | August 19, 2019  | Fixes the Windows-CVE-2019-1125 vulnerability and updates the system with the August patch. |
| Windows Server 2012 R2  
| DataCenter 64-bit Chinese  | Image ID: img-29hl923v  | January 13, 2020  | Updates the system with the latest patch. |
|                      |                          | August 19, 2019  | Fixes the Windows-CVE-2019-1125 vulnerability and updates the system with the August patch. |
| Windows Server 2012 R2  
| DataCenter 64-bit English  | Image ID: img-2tddq003  | January 13, 2020  | Updates the system with the latest patch. |
|                      |                          | August 19, 2019  | Fixes the Windows-CVE-2019-1125 vulnerability and updates the system with the August patch. |