
Cloud Connect Network

©2013-2022 Tencent Cloud. All rights reserved. Page 1
of 6

Cloud Connect Network

FAQs

Product Documentation



Cloud Connect Network

©2013-2022 Tencent Cloud. All rights reserved. Page 2
of 6

Copyright Notice

©2013-2024 Tencent Cloud. All rights reserved.

Copyright in this document is exclusively owned by Tencent Cloud. You must not reproduce, modify,
copy or distribute

in any way, in whole or in part, the contents of this document without Tencent
Cloud's the prior written consent.

Trademark Notice

All trademarks associated with Tencent Cloud and its services are owned by Tencent Cloud
Computing (Beijing)
Company Limited and its affiliated companies. Trademarks of third parties
referred to in this document are owned by
their respective proprietors.

Service Statement

This document is intended to provide users with general information about Tencent Cloud's products
and services
only and does not form part of Tencent Cloud's terms and conditions. Tencent Cloud's
products or services are
subject to change. Specific products and services and the standards
applicable to them are exclusively provided for in
Tencent Cloud's applicable terms and conditions.



Cloud Connect Network

©2013-2022 Tencent Cloud. All rights reserved. Page 3
of 6

FAQs
Last updated：2024-01-10 14:41:59

Concepts

What are the use cases of CCN?

CCN bridges between Tencent Cloud VPCs and between VPCs and local IDCs. It provides capabilities such as public 
and private network multi-point interconnection, self-learning routing, linkage prioritization, and failure fast 
convergence to meet requirements for cross-account, cross-region, and multi-network high-quality resource 

interconnection.

Typical use cases of CCN include building a hybrid cloud, online education, and gaming acceleration. For more 
information, see Use Cases.

Billing

How is intra-region interconnection between CCN instances billed?

Bandwidth of 5 Gbps or less in the same region (same account or cross account) is free of charge. If you need more 
than 5 Gbps of bandwidth in the same region, please submit a ticket.

How is cross-region interconnection between CCN instances billed?

CCN is billed according to the interconnection bandwidth, and supports pay-as-you-go by monthly 95th percentile. 
CCN supports three service levels - Platinum, Gold, and Silver. You can choose a plan that best meets your cost and 
quality requirements.

Cross-region interconnection incurs fees, which are related to the service level. For more information, see Pricing.

How is cross-account interconnection between CCN instances billed?

Cross-account fees are paid by the account to which CCN instances belong. For example, if user A creates a CCN 
instance and user B applies to associate with the CCN instance, user A pays the fee for the CCN instance.

What are the service levels for CCN?

Tencent Cloud CCN provides three service levels, including Platinum, Gold, and Silver.
The service level for the same region is "Gold" and cannot be modified.
Three levels are applied for cross-region interconnection. You can select the service level when creating a CCN 
instance.


https://www.tencentcloud.com/document/product/1003/30051
https://console.tencentcloud.com/workorder/category
https://www.tencentcloud.com/document/product/1003/30053
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Costs vary with service levels. You can select a service level based on your business needs. For more information, 
see Pricing.

How do I view the details of the bandwidth usage based on the monthly 95th percentile 
billing mode?

CCN provides details of the bandwidth usage based on the monthly 95th percentile billing mode for cross-region 

network instance interconnection to help you accurately quantify the bandwidth consumption of each network instance 
and easily calculate the bandwidth costs. For detailed directions, see Downloading Usage Details.

Features

When I purchase or configure CCN bandwidth, do I need to distinguish between the 
directions of the two regions associated with the CCN instance?

After creating a CCN instance and associating it with two network instances, you need to configure bandwidth to 
enable interconnection between the two network instances. When configuring the bandwidth, you do not need to 
distinguish between the directions of the two network instance regions. The interconnection between the two regions 

is related only to the names of the two regions, not their locations. For detailed directions, see Configuring Bandwidth.

How do I increase bandwidth?

For pay-as-you-go CCN instances billed by monthly 95th percentile, you can adjust the bandwidth in the console. For 
detailed directions, see Managing Bandwidth.

How do I migrate a peering connection or a direct connect to CCN?

You can associate the corresponding network instance with the CCN instance and then implement smooth migration 
by disabling and re-enabling the related route. For more information, see Migrating VPCs with Peering Connection to 
CCN.

How do I enable private network interconnection between two CVM instances?

By default, private networks in the same VPC can interconnect with each other, but private networks in different VPCs 
cannot. To enable interconnection between private networks in different VPCs, follow the directions below:
1. Create a CCN instance.
2. Associate the CCN instance with network instances (for example, two VPC instances that need to interconnect with 
each other).

3. Check the route table
4. Configure the bandwidth
Note: 

https://www.tencentcloud.com/document/product/1003/30053
https://www.tencentcloud.com/document/product/1003/47888
https://www.tencentcloud.com/document/product/1003/38894
https://www.tencentcloud.com/document/product/1003/38895
https://www.tencentcloud.com/document/product/1003/30078


Cloud Connect Network

©2013-2022 Tencent Cloud. All rights reserved. Page 5
of 6

To enable cross-account and cross-VPC CVM instance interconnection through a CCN instance, the VPC account 
needs to submit an application for CCN instance association. The interconnection is established only after the 
application is approved. For more information, see Network Instance Interconnection in One Account and Network 

Instance Interconnection Across Accounts.

How do I associate a cross-account VPC instance?

For cross-account VPC instance association, the VPC account needs to initiate an association application, and the 
CCN account can approve or reject the application. For detailed directions, see Associating a Cross-Account VPC.

What are the restrictions on IP ranges for CCN-based interconnection between VPC IP 
ranges?

CCN can enable multiple network instances to interconnect with each other, but there are certain limits on the CIDR 
blocks of the network instances.


Limits on VPC CIDR blocks:

CCN restricts CIDR blocks at the subnet level: Two subnets with identical CIDR blocks in different VPCs cannot 
interconnect (see below for route validity rules); accordingly, even if the CIDR blocks of two VPCs overlap, as long as 
their subnets have different CIDR blocks, you can still add them to CCN for interconnection.
For VPC subnets, if CIDR blocks that communicate with other have overlapping or inclusive conflicts, the following 
rules apply:

Rules for CIDR overlapping conflict

If the CIDR blocks of network instances overlap, only the route of the network instance that is first associated with the 
CCN instance will take effect.

For a network instance already in CCN, if a route conflict occurs due to operations such as subnet creation, the new 
route will not take effect, and the existing valid route will remain valid.

Rules for CIDR inclusive conflict

If the CIDR blocks of multiple network instances have an inclusive conflict, only the route of the network instance that 
is first associated with the CCN instance will take effect. However, you can enable invalid routes in the route table, 
which, once enabled, will forward data based on the longest mask matching rule.
 For more information on the association limits, see Use Limits.

How do I address the IP range conflicts between VPC instances associated with a CCN 
instance?

For an IP range overlapping conflict, you can disable/delete the conflicting route in the route table as required and 
enable the route needed.
For an IP range inclusive conflict, you can enable the route needed in the route table, which, once enabled, will 
forward data based on the longest mask matching rule.
You can also directly change the IP range, that is, change the subnet of the CVM instance to another subnet or 
directly change to another private network, to ensure that there is no IP range overlapping or inclusive conflict 

https://www.tencentcloud.com/document/product/1003/31986
https://www.tencentcloud.com/document/product/1003/31987
https://www.tencentcloud.com/document/product/1003/30076
https://www.tencentcloud.com/document/product/1003/30052
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between the subnets. Then associate the subnets with a CCN instance to enable interconnection between them. For 
more information, see Changing Instance Subnet and Switching to VPC.

How do I implement private network interconnection between Lighthouse instances?

Lighthouse uses the VPC automatically assigned by Tencent Cloud for network isolation. By default, Lighthouse 

instances cannot interconnect with other Tencent Cloud resources in VPCs such as CVM and TencentDB over the 
private network, and their interconnection needs to be implemented by associating a CCN instance. For more 
information, see Private Network Interconnection.
Note: 
Lighthouse instances can be associated with CCN instances under the same account only. Cross-account Lighthouse 

instances cannot be interconnected.

How can I resolve the failure of private network interconnection of CCN?

After connecting two VPCs through CCN, it is found that the network  ping  fails. For troubleshooting, see Network 

Failure After Connecting Two VPCs Through CCN.

Can the invalid routes in the CCN be deleted?

The routes in the CCN are automatically delivered, and there is no Delete button in the console.

Can CCN only be implemented on Tencent Cloud?

Tencent Cloud CCN can be supported not only on Tencent Cloud but also on other clouds. Competitor VPCs and 
IDCs can be connected through VPNs or direct connect gateways.

Cross-MLC-Border Service

What is a cross-MLC-border service?

Currently, CCN supports the cross-MLC-border linkage (the Chinese Mainland - Hong Kong, China) operated by 
CUCC.

How do I apply for the qualification review for the CUCC cross-MLC-border service?

Users need to apply for CCN private network cross-MLC-border interconnection. Currently, this service is available to 
the authenticated enterprise users only. For more information, see Configuring Bandwidth.

https://www.tencentcloud.com/document/product/213/16565
https://www.tencentcloud.com/document/product/213/20278
https://www.tencentcloud.com/document/product/1103/41396
https://www.tencentcloud.com/document/product/1003/47892
https://www.tencentcloud.com/document/product/1003/38894#kjdk

