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AI 网关

AI 网关概述
最近更新时间：2026-01-14 14:43:21

AI 网关是腾讯云智能网关推出的面向大模型与智能化场景的新一代网关产品。它专注于解决企业接入、调度和管理

多种 AI 模型时面临的协议复杂、治理困难、成本不可控及存量业务改造门槛高等核心问题。

AI 网关作为企业智能化架构的流量入口与治理中枢，通过统一的协议适配、智能的路由调度与全方位的可观测能

力，帮助企业高效、安全、经济地集成与使用 AI 能力，加速业务创新与智能化转型。

说明：

目前 AI 网关处于内测阶段。如果您有新购需求，请 处理。提交工单

产品特色

智能模型治理：统一接入并智能调度腾讯云混元、开源模型及第三方商业模型，通过负载均衡、熔断降级与成本

优化策略，实现性能、成本与稳定性的最佳平衡。

存量业务快速 AI 化：内置强大的协议转换引擎，支持 MCP、OpenAI 等 AI 生态协议与传统 HTTP/gRPC 

等业务协议的双向转换，助力存量业务系统快速具备 AI 能力，有效保护企业现有IT投资。

全链路安全合规：构建从接入认证、参数过滤到数据脱敏的多层次安全防护体系，集成 WAF、DDoS 防护等能

力，保障 AI 应用合规、安全、可靠地运行。

企业级高可用保障：采用多可用区高可用部署架构，支持自动故障转移与实例弹性扩缩容，服务可用性有保障。

业务场景

场景一：多模型统一治理与智能调度

核心问题：企业需同时使用多个 AI 模型，但缺乏统一平台，导致模型使用混乱、资源配置低效、成本不可控。

解决方案：AI 网关作为统一入口，实现多模型的可视化接入与管理。通过智能路由策略，根据请求内容、模型性

能、成本等因素自动选择最优模型，并配合限流、熔断机制保障服务稳定性，实现降本增效。

https://console.cloud.tencent.com/workorder/category
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场景二：存量业务系统 AI 化改造

核心问题：传统企业存量系统技术栈陈旧，直接改造投入大、风险高，无法适应现代 AI 应用调用协议。

解决方案：AI 网关通过协议转换引擎，将存量业务系统提供的标准 API 自动包装成 AI 应用可调用的标准化工具

（MCP Tool），实现业务能力的“零代码改造”  AI  化。开发人员无需关注底层集成细节，即可快速构建智能

应用。
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功能特性

功能点 说明

统一协议接

入​

100%兼容开源网关生态，并全面适配 AI 领域标准协议，支持 MCP、OpenAI 、SSE 

等，提供传统 RESTful、gRPC 等协议的无缝转换，实现一套网关覆盖所有流量。

模型服务管

理

提供模型服务的全生命周期管理，支持配置多模型供应商的密钥、API 端点。提供模型级流

量控制、Fallback 容灾与精细化监控。

智能路由与

编排

支持基于内容语义、成本、性能等策略的智能路由。可编排串联多个模型调用或业务 API，

完成复杂任务。

精细化流量

治理

提供从消费者、API 到模型等多个维度的限流、熔断、降级能力，保障后端服务与模型 API 

的稳定性。

开箱即用的

安全防护

集成认证鉴权、访问控制、敏感信息脱敏、防重放攻击等安全能力，提供企业级安全保障，

满足合规要求。

全链路可观

测性

提供从用户请求到模型响应的全链路追踪，监控 API 调用延迟、Token 消耗、模型费用等

多维度指标，并支持智能诊断与告警，助力运维与成本优化。

细粒度的权

限管理

通过消费者、消费者组的多级权限模型，实现 AI 能力在不同团队、项目间的安全隔离与便

捷共享，支撑平台化运营。


